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About Fortra
Fortra is a cybersecurity company like no other. We're 
creating a simpler, stronger future for our customers. 
Our trusted experts and portfolio of integrated, scalable 
solutions bring balance and control to organizations 
around the world. We’re the positive changemakers and 
your relentless ally to provide peace of mind through 
every step of your cybersecurity journey.
Learn more at fortra.com.

About systematik GmbH
systematik GmbH specializes in the development, 
distribution, and implementation of data communication, 
data transfer, and Managed File Transfer (MFT) solutions 
and the associated process automation.
Learn more at systematik.de.
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PeSIT Client

SCHEDULE A DEMO
www.systematik.de/demo

GoAnywhere MFT can connect to PeSIT servers. GoAnywhere MFT will help guarantee delivery of PeSIT transfers with options to auto-retry 
connections, auto-resume interrupted file transfers and perform integrity checks of successful file transfers. 

PeSIT Features in GoAnywhere MFT
•  Full support of the standard PeSIT command set

•  Send & Receive files

•  Specify Maximum Data Block Lengths per transfer

•  SSL Certificate Server Authentication

•  Transfer multiple files per connection

•  Retry connections and auto-resume file transfers with userdefined settings

•  Suffix and prefix file names with constants, timestamps or variables

•  Override file names and other properties at execution time using variables

•  Configurable port ranges

•  Alerts for transfer failures via email, text messages and system messages

PeSIT Resource
PeSIT server connections can be pre-defined in GoAnywhere MFT's Administrator as reusable Resources which can be selected from simple drop 
down menus. PeSIT Tasks can be placed within GoAnywhere MFT Projects and executed as part of a cohesive workflow process. For instance, a 
Project could be defined to retrieve records from a database file, convert the records into a CSV file, and then put the CSV file onto a PeSIT server.

File Filtering
When sending or receiving files via PeSIT, the files selected can be included and excluded using various filter criteria:

•  Wildcards (i.e. "trans*.txt" or "*.xls")

•  Regular expressions

•  Date and time range

•  Size range

•  Variables passed to the Project

PeSIT Logs
Audit trails (logs) are generated for all PeSIT transmissions in GoAnywhere MFT to meet auditing 
and compliance requirements. The level of log detail can be controlled by an administrator on 
a per-Project basis. This detail can be configured to include all PeSIT commands issued, PeSIT 
messages and file names transferred. Log messages can additionally be sent to a Syslog server 
using UDP or TCP connections.
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